AA. Bibliography


[MKS] MKS, Inc. MKS Reference Pages.


[OWASP Freed Memory] Open Web Application Security Project, "Using Freed Memory."


[VU#720951] Dorman, Will. Vulnerability Note VU#720951, OpenSSL TLS Heartbeat Extension Read Overflow Discloses Sensitive Information. April 2014


[VU#837857] Dougherty, Chad. Vulnerability Note VU#837857, SX.Org Server Fails to Properly Test for Effective User ID. August 2006.


